## **Parking lot USB exercise**

| **Contents** | Write **2-3 sentences** about the types of information found on this device.   * *Are there files that can contain PII?* * *Are there sensitive work files?* * *Is it safe to store personal files with work files?* * *The usb drive contains Pii information like the wedding list the family photos folder and the Our dog Pics folder and vacation ideas and also the Resume* * *There are also sensitive work files like New hire letter the Employee budget.* * *You should not store personal files and work files togheter* |
| --- | --- |
| **Attacker mindset** | Write **2-3 sentences** about how this information could be used against Jorge or the hospital.   * *Could the information be used against other employees?* * *Could the information be used against relatives?* * *Could the information provide access to the business?* * *The information can be used against other employees if the employee budget is leaked some employees might be unhappy with their pay compared to colleges also the Shift schedule and new hire letter could be edited and leaked* * *The wedding list could be used for a list of phishing contacts with the context of the wedding* * *Shift schedule could give information for a social engineering attack* |
| **Risk analysis** | Write **3 or 4 sentences** describing technical, operational, or managerial controls that could mitigate these types of attacks:   * *What types of malicious software could be hidden on these devices? What could have happened if the device were infected and discovered by another employee?* * *What sensitive information could a threat actor find on a device like this?* * *How might that information be used against an individual or an organization?* * *The usb can be infected with Malware and could infect the device and the network it can give access to the infected device download files, delete files and monitor the device* * *The threat actor can find pii information work information family photos,videos files that contain home address friends phone numbers, passwords* * *The information can be used to access the victim’s accounts, can enable phishing attacks and blackmail* |